Nazwa przedmiotu: 
Ochrona danych osobowych w administracji publicznej
Koordynator przedmiotu: 
Dr M. Rojszczak 
Status przedmiotu: 
Obowiązkowy
Poziom kształcenia: 
Studia I stopnia
Program: 
Administracja
Grupa przedmiotów: 
Obieralne
Kod przedmiotu: 
A13_ODOAP
Semestr nominalny: 
5 / rok ak. 2017/2018
Liczba punktów ECTS: 
3
Liczba godzin pracy studenta związanych z osiągnięciem efektów uczenia się: 
3 ECTS 30h ćwiczenia + 6h konsultacje + 16h zadanie ćwiczeniowe + 16h przygotowanie teoretyczne do ćwiczeń + 7h przygotowanie do kolokwium = 75h

Liczba punktów ECTS na zajęciach wymagających bezpośredniego udziału nauczycieli akademickich: 
1,5 ECTS: 30h ćwiczenia + 6h konsultacje = 36h

Język prowadzenia zajęć: 
polski
Liczba punktów ECTS, którą student uzyskuje w ramach zajęć o charakterze praktycznym: 
3 ECTS 30h ćwiczenia + 6h konsultacje + 16h zadanie ćwiczeniowe + 16h przygotowanie teoretyczne do ćwiczeń + 7h przygotowanie do kolokwium = 75h

Formy zajęć i ich wymiar w semestrze: 
	Wykład: 
	0h

	Ćwiczenia: 
	30h

	Laboratorium: 
	0h

	Projekt: 
	0h

	Lekcje komputerowe: 
	0h



Wymagania wstępne: 
Podstawowa wiedza na temat prawa UE oraz praw i wolności zagwarantowanych w Konstytucji RP. 
Limit liczby studentów: 
grupa obieralna
Cel przedmiotu: 
Przekazanie wiedzy na temat współczesnych regulacji prawnych kształtujących granice ochrony prawa do prywatności / ochrony danych osobowych. 
Treści kształcenia: 
1. Ochrona prywatności w XXI wieku - wprowadzenie
2. Prywatność a ochrona danych osobowych
3. Europejski/unijny model ochrony danych - od Rezolucji Komitetu Ministrów RE do Rozporządzenia UE 2016679
4. Podstawowe pojęcia danych osobowych, administratora danych i zbioru danych
5. Ogólne zasady przetwarzania danych osobowych
6. Prawa osoby, której dane są przetwarzane i odpowiedzialność za ich naruszenie
7. Obowiązki związane z przetwarzaniem danych osobowych
8. Zabezpieczenie danych
9. Specyfika stosowania przepisów ODO w administracji publicznej
10. Ochrona danych w orzecznictwie sądów polskich i międzynarodowych
Metody oceny: 
Obecność na zajęciach oraz przygotowanie pracy zaliczeniowej.
Egzamin: 
nie
Literatura: 
1. Tekst rozporządzenia 2016/679.

2. Dowolna - aktualna - monografia/komentarz omawiająca prawo ochrony danych osobowych, np.:
a) M. Gumularz, "Ochrona danych osobowych w sektorze publicznym", Warszawa 2018
b) E. Bielak-Jomaa, D. Lubasz (red.), "RODO. Ogólne rozporządzenie o ochronie danych. Komentarz", Warszawa 2018
c) M. Rojszczak, "Ochrona prywatności w cyberprzestrzeni z uwzględnieniem zagrożeń wynikających z nowych technik przetwarzania informacji", Warszawa 2019
d) A. Mednis (red.), "Prywatność a jawność. Bilans 25-lecia i perspektywy na przyszłość", Warszawa 2016

3. Wyroki sądów krajowych (SN/NSA) oraz międzynarodowych (ETPC/TSUE) omawianych na zajęciach.

Witryna www przedmiotu: 
do uzupełnienia
Uwagi: 
Posiadanie własnej kopii rozporządzenia 2016/679 znacząco ułatwi odbiór treści prezentowanych na zajęciach.
[bookmark: _Toc1]Charakterystyki przedmiotowe
[bookmark: _Toc2]Profil ogólnoakademicki - wiedza
Charakterystyka W_ODO01: 
Zna unijny model ochrony danych osobowych oraz potrafi omówić jego najważniejsze elementy
Weryfikacja: 
Praca zaliczeniowa i/lub kolokwium
Powiązane charakterystyki kierunkowe: K_W05, K_W09, K_W04
Powiązane charakterystyki obszarowe: II.S.P6S_WG.3, I.P6S_WG, I.P6S_WK, II.T.P6S_WG, II.X.P6S_WG.2, II.S.P6S_WG.2, II.H.P6S_WG.1.o, II.S.P6S_WG.1
Charakterystyka W_ODO02: 
Rozumie podstawowe prawa i obowiązki związane ze stosowaniem przepisów o ochronie danych
Weryfikacja: 
Praca zaliczeniowa i/lub kolokwium
Powiązane charakterystyki kierunkowe: K_W07, K_W10
Powiązane charakterystyki obszarowe: I.P6S_WG, I.P6S_WK, II.T.P6S_WK, II.S.P6S_WG.1, II.H.P6S_WG.1.o, II.T.P6S_WG
[bookmark: _Toc3]Profil ogólnoakademicki - umiejętności
Charakterystyka U_ODO01: 
Potrafi prowadzić analizy związane z oceną zgodności organizacji z prawem ochrony danych, w tym identyfikować obszary doskonalenia oraz proponować adekwatne działania korygujące.
Weryfikacja: 
Praca zaliczeniowa i/lub wystąpienia w trakcie ćwiczeń
Powiązane charakterystyki kierunkowe: K_U02, K_U03, K_U09
Powiązane charakterystyki obszarowe: I.P6S_UW, II.T.P6S_UW.2, II.S.P6S_UW.1, II.S.P6S_UW.2.o, II.S.P6S_UW.3.o, II.H.P6S_UW.1
Charakterystyka U_ODO02: 
Potrafi świadomie korzystać z nowoczesnych usług informacyjnych w sposób ograniczający ryzyka związane z nadużyciami w obszarze danych osobowych.
Weryfikacja: 
Praca zaliczeniowa i/lub udział w zajęciach
Powiązane charakterystyki kierunkowe: K_U03, K_U05, K_U06
Powiązane charakterystyki obszarowe: I.P6S_UW, II.T.P6S_UW.2, II.S.P6S_UW.1, II.S.P6S_UW.2.o, II.S.P6S_UW.3.o, II.H.P6S_UW.1, I.P6S_UO, I.P6S_UU
[bookmark: _Toc4]Profil ogólnoakademicki - kompetencje społeczne
Charakterystyka K_ODO01: 
Potrafi współpracować w grupie i realizować zadania związane z ochroną danych osobowych
Weryfikacja: 
Wystąpienia w trakcie ćwiczeń
Powiązane charakterystyki kierunkowe: K_K09, K_K02, K_K06, K_K08
Powiązane charakterystyki obszarowe: I.P6S_KO, I.P6S_KR, I.P6S_KK
